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Copyrights | Trademark Notices | Licenses
Copyright © 2025 Telestream, LLC and its Affiliates. All rights reserved. No part of this 
publication may be reproduced, transmitted, transcribed, altered, or translated into any 
languages without written permission of Telestream, LLC. Information and 
specifications in this document are subject to change without notice and do not 
represent a commitment on the part of Telestream. Specifications subject to change 
without notice.

Telestream, CaptionMaker, Cerify, DIVA, Episode, Flip4Mac, FlipFactory, Flip Player, 
GraphicsFactory, Kumulate, Lightspeed, MetaFlip, Post Producer, ScreenFlow, Switch, 
Tempo, TrafficManager, Vantage, VOD Producer, and Wirecast are registered trademarks 
and Aurora, ContentAgent, Cricket, e-Captioning, Inspector, iQ, iVMS, iVMS ASM, 
Pipeline, Sentry, Surveyor, Vantage Cloud, CaptureVU, FlexVU, PRISM, Sentry, Stay 
Genlock, Aurora, and Vidchecker are trademarks of Telestream, LLC and its Affiliates. All 
other trademarks are the property of their respective owners. 

Telestream products are covered by U.S. and foreign patents, issued and pending. 
Information in this publication supersedes that in all previously published material. 
Specifications and price change privileges reserved.

Adobe. Adobe® HTTP Dynamic Streaming Copyright © 2014 Adobe Systems. All 
rights reserved.

Apple. QuickTime, MacOS X, and Safari are trademarks of Apple, Inc. Bonjour, the 
Bonjour logo, and the Bonjour symbol are trademarks of Apple, Inc.

Avid. Portions of this product Copyright 2012 Avid Technology, Inc.

CoreOS. Developers of ETCD.

Dolby. Dolby and the double-D symbol are registered trademarks of Dolby 
Laboratories Licensing Corporation.

Fraunhofer IIS and Thomson Multimedia. MPEG Layer-3 audio coding technology 
licensed from Fraunhofer IIS and Thomson Multimedia.

intoPIX and Fraunhofer. Notice under 35 U.S.C. §287(a): This product or service 
includes JPEG XS compliant features that are covered by patents in the United States 
and in other jurisdictions owned by intoPIX SA (“intoPIX”) and/or Fraunhofer-
Gesellschaft zur Foerderung der angewandten Forschung E.V. (“Fraunhofer”) and listed 
at HYPERLINK http://www.jpegxspool.com. Additional patents may be pending in 
United States and elsewhere.

Google. VP6 and VP8 Copyright Google Inc. 2014 All rights reserved.

Built with Llama. Llama 3.1 and Llama 3.2 are licensed under the Llama Community 
License, Copyright © Meta Platforms, Inc. All Rights Reserved. See https://
www.llama.com/llama3_1/license/ and https://www.llama.com/llama3_2/license/.

MainConcept. MainConcept is a registered trademark of MainConcept LLC and 
MainConcept AG. Copyright 2004 MainConcept Multimedia Technologies.

Manzanita. Manzanita is a registered trademark of Manzanita Systems, Inc.
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MCW. HEVC Decoding software licensed from MCW.

MediaInfo. Copyright © 2002-2013 MediaArea.net SARL. All rights reserved. 

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS “AS 
IS” AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE 
IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR 
PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDER OR 
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, 
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, 
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; 
OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, 
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR 
OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF 
ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Microsoft. Microsoft, Windows Server 2016|Server 2019|Server 2022, Windows 10, 
Windows 11, Media Player, Media Encoder, .Net, Internet Explorer, SQL Server 
2012|2016|2019|2022, and Windows Media Technologies are trademarks of Microsoft 
Corporation.

NLOG, MIT, Apache, Google. NLog open source code used in this product under MIT 
License and Apache License is copyright © 2014-2016 by Google, Inc., © 2016 by Stabzs, 
© 2015 by Hiro, Sjoerd Tieleman, © 2016 by Denis Pushkarev, © 2015 by Dash Industry 
Forum. All rights reserved.

SharpSSH2. SharpSSH2 Copyright (c) 2008, Ryan Faircloth. All rights reserved. 
Redistribution and use in source and binary forms, with or without modification, are 
permitted provided that the following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of 
conditions and the following disclaimer:

Redistributions in binary form must reproduce the above copyright notice, this list of 
conditions and the following disclaimer in the documentation and/or other materials 
provided with the distribution.

Neither the name of Diversified Sales and Service, Inc. nor the names of its contributors 
may be used to endorse or promote products derived from this software without 
specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS “AS 
IS” AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE 
IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR 
PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR 
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, 
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, 
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; 
OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, 
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR 
OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF 
ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.
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Swagger. Licensed from SmartBear.

Telerik. RadControls for ASP.NET AJAX copyright Telerik All rights reserved.

VoiceAge. This product is manufactured by Telestream under license from VoiceAge Corporation.

x264 LLC. The product is manufactured by Telestream under license from x264 LLC.

Xceed. The Software is Copyright ©1994-2012 Xceed Software Inc., all rights reserved.

ZLIB. Copyright (C) 1995-2013 Jean-loup Gailly and Mark Adler.

 

Other brands, product names, and company names are trademarks of their respective 
holders, and are used for identification purpose only.

MPEG Disclaimers

MPEGLA MPEG2 Patent
ANY USE OF THIS PRODUCT IN ANY MANNER OTHER THAN PERSONAL USE THAT 
COMPLIES WITH THE MPEG-2 STANDARD FOR ENCODING VIDEO INFORMATION FOR 
PACKAGED MEDIA IS EXPRESSLY PROHIBITED WITHOUT A LICENSE UNDER APPLICABLE 
PATENTS IN THE MPEG-2 PATENT PORTFOLIO, WHICH LICENSE IS AVAILABLE FROM 
MPEG LA, LLC, 4600 S. Ulster Street, Suite 400, Denver, Colorado 80237 U.S.A.

MPEGLA MPEG4 VISUAL
THIS PRODUCT IS LICENSED UNDER THE MPEG-4 VISUAL PATENT PORTFOLIO LICENSE 
FOR THE PERSONAL AND NON-COMMERCIAL USE OF A CONSUMER FOR (i) ENCODING 
VIDEO IN COMPLIANCE WITH THE MPEG-4 VISUAL STANDARD (“MPEG-4 VIDEO”) AND/
OR (ii) DECODING MPEG-4 VIDEO THAT WAS ENCODED BY A CONSUMER ENGAGED IN A 
PERSONAL AND NON-COMMERCIAL ACTIVITY AND/OR WAS OBTAINED FROM A VIDEO 
PROVIDER LICENSE IS GRANTED OR SHALL BE IMPLIED FOR ANY OTHER USE. 
ADDITIONAL INFORMATION INCLUDING THAT RELATING TO PROMOTIONAL, INTERNAL 
AND COMMERCIAL USES AND LICENSING MAY BE OBTAINED FROM MPEG LA, LLC. SEE 
HTTP://WWW.MPEGLA.COM.
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MPEGLA AVC
THIS PRODUCT IS LICENSED UNDER THE AVC PATENT PORTFOLIO LICENSE FOR THE 
PERSONAL USE OF A CONSUMER OR OTHER USES IN WHICH IT DOES NOT RECEIVE 
REMUNERATION TO (i) ENCODE VIDEO IN COMPLIANCE WITH THE AVC STANDARD 
(“AVC VIDEO”) AND/OR (ii) DECODE AVC VIDEO THAT WAS ENCODED BY A CONSUMER 
ENGAGED IN A PERSONAL ACTIVITY AND/OR WAS OBTAINED FROM A VIDEO PROVIDER 
LICENSED TO PROVIDE AVC VIDEO. NO LICENSE IS GRANTED OR SHALL BE IMPLIED FOR 
ANY OTHER USE. ADDITIONAL INFORMATION MAY BE OBTAINED FROM MPEG LA, L.L.C. 
SEE HTTP://WWW.MPEGLA.COM.

MPEG4 SYSTEMS
THIS PRODUCT IS LICENSED UNDER THE MPEG-4 SYSTEMS PATENT PORTFOLIO LICENSE 
FOR ENCODING IN COMPLIANCE WITH THE MPEG-4 SYSTEMS STANDARD, EXCEPT THAT 
AN ADDITIONAL LICENSE AND PAYMENT OF ROYALTIES ARE NECESSARY FOR 
ENCODING IN CONNECTION WITH (i) DATA STORED OR REPLICATED IN PHYSICAL MEDIA 
WHICH IS PAID FOR ON A TITLE BY TITLE BASIS AND/OR (ii) DATA WHICH IS PAID FOR ON 
A TITLE BY TITLE BASIS AND IS TRANSMITTED TO AN END USER FOR PERMANENT 
STORAGE AND/OR USE. SUCH ADDITIONAL LICENSE MAY BE OBTAINED FROM MPEG LA, 
LLC. SEE HTTP://WWW.MPEGLA.COM FOR ADDITIONAL DETAILS.

Limited Warranty and Disclaimers
Telestream, LLC (the Company) warrants to the original registered end user that the 
product will perform as stated below for a period of one (1) year from the date of 
shipment from factory:

Hardware and Media—The Product hardware components, if any, including equipment 
supplied but not manufactured by the Company but NOT including any third party 
equipment that has been substituted by the Distributor for such equipment (the 
“Hardware”), will be free from defects in materials and workmanship under normal 
operating conditions and use.

Warranty Remedies
Your sole remedies under this limited warranty are as follows:

Hardware and Media—The Company will either repair or replace (at its option) any 
defective Hardware component or part, or Software Media, with new or like new 
Hardware components or Software Media. Components may not be necessarily the 
same, but will be of equivalent operation and quality. 

Software Updates
Except as may be provided in a separate agreement between Telestream and You, if 
any, Telestream is under no obligation to maintain or support the Software and 
Telestream has no obligation to furnish you with any further assistance, technical 
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support, documentation, software, update, upgrades, or information of any nature or 
kind.

Restrictions and Conditions of Limited Warranty
This Limited Warranty will be void and of no force and effect if (i) Product Hardware or 
Software Media, or any part thereof, is damaged due to abuse, misuse, alteration, 
neglect, or shipping, or as a result of service or modification by a party other than the 
Company, or (ii) Software is modified without the written consent of the Company.

Limitations of Warranties
THE EXPRESS WARRANTIES SET FORTH IN THIS AGREEMENT ARE IN LIEU OF ALL OTHER 
WARRANTIES, EXPRESS OR IMPLIED, INCLUDING, WITHOUT LIMITATION, ANY 
WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE. No oral 
or written information or advice given by the Company, its distributors, dealers or 
agents, shall increase the scope of this Limited Warranty or create any new warranties.

Geographical Limitation of Warranty—This limited warranty is valid only within the 
country in which the Product is purchased/licensed.

Limitations on Remedies—YOUR EXCLUSIVE REMEDIES, AND THE ENTIRE LIABILITY OF 
TELESTREAM, LLC WITH RESPECT TO THE PRODUCT, SHALL BE AS STATED IN THIS 
LIMITED WARRANTY. Your sole and exclusive remedy for any and all breaches of any 
Limited Warranty by the Company shall be the recovery of reasonable damages which, 
in the aggregate, shall not exceed the total amount of the combined license fee and 
purchase price paid by you for the Product. 

Damages
TELESTREAM, LLC SHALL NOT BE LIABLE TO YOU FOR ANY DAMAGES, INCLUDING ANY 
LOST PROFITS, LOST SAVINGS, OR OTHER INCIDENTAL OR CONSEQUENTIAL DAMAGES 
ARISING OUT OF YOUR USE OR INABILITY TO USE THE PRODUCT, OR THE BREACH OF 
ANY EXPRESS OR IMPLIED WARRANTY, EVEN IF THE COMPANY HAS BEEN ADVISED OF 
THE POSSIBILITY OF THOSE DAMAGES, OR ANY REMEDY PROVIDED FAILS OF ITS 
ESSENTIAL PURPOSE.

Further information regarding this limited warranty may be obtained by writing:
Telestream, LLC
848 Gold Flat Road
Nevada City, CA 95959 USA

You can call Telestream during U. S. business hours via telephone at (530) 470-1300.

Server Regulatory Compliance
Electromagnetic Emissions: FCC Part 15 Subpart B, ICES-003, EN 55032, EN/BS 55024, 
EN/BS EN 55035, EN 61000-3-2, BS EN 61000-3-2, EN 61000-3-3, BS EN 61000-3-3,  VCCI-
CISPR 32, AS/NZS CISPR 32

Electromagnetic Immunity: EN 55035
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Safety: IEC 62368-1, EN 62368-1, CSA C22.2 No. 62368-1-14, UL 62368-1

Additional Country Certifications: NOM, IRAM S-Mark

California Best Management Practices Regulations for Perchlorate Materials:
This Perchlorate warning applies only to products containing CR (Manganese Dioxide) 
Lithium coin cells. Perchlorate Material-special handling may apply. See 
www.dtsc.ca.gov/hazardouswaste/perchlorate.

Contact Telestream Customer Service for additional Regulatory Compliance certificates.

Obtaining Support | Information | Assistance
Contact Telestream for support, information or assistance, as indicated below.

Resource Contact Information

Lightspeed Live Support Web site: telestream.net/telestream-support/lightspeed-
live/support.htm 

Support Portal: support.telestream.net

Support Email: support@telestream.net

Terms and times of support services vary, per the terms of 
your current service contract with Telestream.

All Licensing Website: telestream.net/telestream-support/lightspeed-
live/support.htm

License Email: license@telestream.net

Lightspeed Live 
Information | Assistance | 
FAQ | Forums | Upgrades

Website: telestream.net/telestream-support/lightspeed-
live/support.htm 

Support Email: support@telestream.net

Telestream, generally Website: telestream.net

Sales and Marketing Email: info@telestream.net

Telestream Reseller 
Support

If you purchased your product from a reseller, please 
contact your reseller for support.

International Reseller 
Support

Website: telestream.net

See the website for your regional authorized Telestream 
reseller.

Telestream Technical 
Writers

Email: techwriter@telestream.net

If you have comments or suggestions about improving 
this document or other Telestream documents—or if 
you've discovered an error or omission, please email us.

https://www.telestream.net/telestream-support/lightspeed-live/support.htm
https://www.telestream.net/telestream-support/lightspeed-live/support.htm
mailto:support@telestream.net
https://www.telestream.net/telestream-support/lightspeed-live/support.htm
https://www.telestream.net/telestream-support/lightspeed-live/support.htm
mailto:license@telestream.net
https://www.telestream.net/telestream-support/lightspeed-live/support.htm
https://www.telestream.net/telestream-support/lightspeed-live/support.htm
mailto:support@telestream.net
http://www.telestream.net
mailto:info@telestream.net
http://www.telestream.net
mailto:techwriter@telestream.net
https://support.telestream.net
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Using iconik in Vantage

Introduction
Telestream’s Vantage Connector for iconik is an optional, licensed feature that enables 
you to integrate Vantage workflows with the iconik media asset management system 
(MAM). This connector enables seamless production workflows that create and ingest 
content into iconik collections, and retrieve files and metadata from existing assets in 
the iconic MAM. It is implemented in the iconik action (which is part of the Vantage 
Publish Service). 

Vantage interacts with iconik MAMs by utilizing the iconik API. Application tokens and 
application IDs are used for authentication.

The iconik action enables you to create, deliver, and annotate assets in iconik—a cloud 
media management and collaboration system. iconik Cloud Media Management and 
Collaboration is an online, cloud-native hub which facilitates the organization of and 
collaboration around media assets. iconik enables team members to upload material; 
annotate this material and collaborate with other team members on material.

iconik Connector Features
You can perform the following operations in iconik MAMs using the iconik action in 
Vantage workflows:

• Create Placeholder Asset

• Add File to Placeholder

• Add Time-Based Metadata

• Retrieve Time-Based Metadata

• Create Asset Relationship

• Assign Asset to Collection

• Create New Asset

• Retrieve Asset Metadata

• Update Asset Metadata

• Add File to Asset

• Generate Approval Request

• Retrieve File

• Share an Asset
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Vantage Requirements
This is the minimum version of Vantage which supports the iconik action:

• Vantage 8.2 Update Pack 2—Initial release.

• Vantage 8.2 Update Pack 3—additional operations and options

Note: Vantage DOT releases (8.0, 8.1, etc.) always include previous ComponentPacs 
and Update Packs. For example, Vantage 8.1 includes all 8.0 ComponentPacs. 
Therefore, if you are using Vantage 8.1 or later, no ComponentPacs are required. 
Likewise, Vantage 8.2 contains all 8.1 Update Packs, so no older Update Packs are 
required.

Licensing Requirements
Use of the iconik action requires either the V-ICONIK-CONN-S or V-ICONIK-CONN-SW 
(perpetual) license. 

The iconik action allows Vantage to connect to iconik’s Cloud MAM services for asset 
creation, media transfers, metadata updates, and additional functionality. Each license 
allows 4 sessions of the iconik action to run concurrently.

Many iconik action operations execute API calls which complete very quickly. However, 
if an action is delivering media to iconik from a Vantage job, that delivery process 
utilizes one of the available sessions until it is complete.

Certain workflow use-cases employing the iconik action require additional licensed 
features. Examples include:

• Transcode Pro—Transcoding media to broadcast codecs/containers, prior to
iconik MAM delivery.

• Metadata Conversion or Vantage Connect—Extracting metadata from JSON/XML
sources.

• Metadata Conversion or Vantage Connect—Making additional HTTP requests to
external systems.



Configuring the iconic Action and Operations
13

Using iconik in Vantage

Configuring the iconic Action and Operations
Note: In iconik MAMs, application tokens require setting an associated user. The user 
for the application token employed by Vantage must have sufficient permission and 
access in order to execute the desired operation implemented in the Vantage 
Workflow. 

Operational Overview and Constraints
iconik supports a dynamic schema for many supported objects. In particular, objects 
such as Views and Metadata fields can have their definitions changed in an arbitrary or 
ad-hoc fashion while Vantage workflows are interacting with the MAM.

Vantage actions are static resources built with a definition from an iconik MAM at a 
specific point in time. If that definition changes after the action is configured, failure 
may occur if changes are not reflected in the action.

This implies that a Vantage workflow - built against a snapshot of the iconik definition 
at a specific time- may be invalidated, when an Admin-level user changes the 
underlying schema after the workflow was created and configured using the original 
schema.

Schema Change Example
In this example, a metadata view is comprised of two fields: Object_Name_Field1 and 
Metadata_Field2.

A Vantage workflow including iconik operations is built against a given definition. Later, 
you remove Object_Name_Field1. Now, there is a potential problem when the workflow 
which used the original definition executes a job - without updating its configuration 
to correct the Vantage workflow based on the updated schema.

At a more granular level, consider that the original definition of the Metadata_Field2 is 
readable and writable (Read Only is NOT set). This implies that Vantage is able to write a 
new value into this metadata field during workflow execution. Now, the iconik system 
administrator changes Metadata_Field2 to a read-only field; workflows/actions 
configured with the initial definition (Metadata_Field2 was read + write) will encounter 
a problem. 

Alternatively, if the sysadmin changes the name of the field from Metadata_Field2 to 
Metadata_Field3; this results in incorrect data being sent to the iconik by a Vantage 
workflow which was configured with the original definition.

In each case - and any case where the schema is altered after workflows have been 
configured - it is your responsibility to verify that Vantage workflows that utilize iconik 
are correctly configured after schema changes have been made.
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Immutable Metadata Fields
Metadata fields within iconik can be assigned properties which make them immutable 
from the perspective of Vantage. Fields with Read-Only | Inherited properties are 
detected by Vantage and these fields are not allowed to be edited in Vantage.

In the Vantage implementation of metadata, when you select a view, Vantage 
determines the fields contained in that view at the time the view is selected. Any fields 
which are incapable of being manipulated by Vantage are not displayed in metadata 
editors when performing an update. (These fields however, are available when 
retrieving metadata).

For example, Vantage is performing an update to an asset—changing metadata. Read-
only fields are not displayed, since the field is incapable of having its value modified or 
updated.

In another example, URL and Tag cloud fields must be updated in Vantage using RAW 
JSON. These types of fields display in Vantage as single parametric values, even when 
containing multiple values. Therefore, the field must updated with RAW JSON that has 
been constructed manually, with a Construct action, or externally in some other 
program.

Metadata Manipulation Constraints
Vantage can only manipulate metadata fields which correspond to these primitive data 
types: Integer | Text | Boolean. It is your responsibility or responsibility of the iconik 
system administrator to verify that only fields which Vantage can edit/manipulate are 
set as Required.

Complex Field Example
For example, the field _gcvi_tags is a special field in iconik, related to AI detection in 
Google. As such, it is not intended to be updated by other client applications.

Therefore, Vantage does not display this field in any view which has Use in Filters 
enabled. If you mark this as a Required tag, Vantage generates an error when the 
workflow runs, because Vantage can’t update this field.

Required Fields Functionality
When an iconik field is defined as Required, Vantage ensures that an appropriate value 
is supplied in the corresponding metadata entry field. If the parameter which 
corresponds to this field is bound to a variable which is NULL | undefined or you enter a 
NULL | no value, the result is a runtime error—Vantage doesn’t determine the validity of 
data entered at design time.

When updating fields, iconik has the same issue as Vantage—having an iconik asset 
open and manipulating metadata will not reflect field property changes until the entire 
view is reloaded. The issue is complicated in Vantage because of the static definition of 
the action at design time. Therefore, you should be very diligent to ensure that Vantage 
actions are updated whenever the iconik MAM schema changes.
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Operation Configuration
Select the iconik Action Type. Select the operation you want to perform in iconik with 
this action.

Operations
 Add File to Asset

 Add File to Placeholder

 Add Time-Based Metadata

 Assign Asset To Collection

 Create Asset Relationship

 Create New Asset

 Create Placeholder Asset

 Generate Approval Request

 Retrieve Asset Metadata

 Retrieve File

 Retrieve Time-Based Metadata

 Share an Asset

 Update Asset Metadata
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Add File to Asset
Use the Add File to Asset operation to upload a new file from an on-prem location or 
add a link to a new file on a cloud platform to an existing asset (not a placeholder asset). 
Files may be one of three types: Subtitles | Format | Proxy. One file of each type may be 
added per action.

The asset must already exist in iconik: You can create an asset externally - directly in 
iconik - or you can create one using the Create New asset operation in a previous iconik 
action.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect.

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration.

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID.
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Asset Details
Asset ID. ID of the asset to which you want to add a file. Manually enter the ID or click 
the green Browse button to assign a variable whose value is the asset ID, updated from 
a previous action in the workflow.

Adding a New Format
Check to add a new file of type Format and configure these controls:

Enter the name for the Format (Required). Specifies the format name to display in 
iconik.

Format Media Nickname (Required). Specifies the nickname of the media file(s) to 
upload (on-prem) or link (cloud-based) to the asset, entered manually or selected from 
the list.

Storage for New Format (Required). Specifies the name of the cloud store where to 
write the media. This list of stores is the available stores in the iconik system for the 
specified account.

Media File Checksum. When checked, specifies the checksum generated upstream for 
the file, such as an MD5, SHA-1 or SHA-256 hash from the Analyze action configured in 
File Properties.

Adding New Subtitle Media
Check to add a new file of type Subtitle and configure these controls.

Subtitle Nickname (Required). Specifies the nickname of the file(s) to upload to the 
asset, entered manually or selected from the list.

Subtitle Language. Specifies the language of the subtitle.

Storage for New Subtitle (Required). Specifies the name of the cloud store where to 
write the media. This list of stores is the available stores in the iconik system for the 
specified account.

Closed Caption. Check to enable closed captioning.

Create Transcription. Check to generate a transcription, via speech to text.

Adding Proxy Media
Check to add a new file of type Proxy and configure these controls.

The only file format supported for proxy uploading is MP4. The file name must be 
*.mp4 or the job will fail. You can only add one proxy per asset. If the asset already has a 
proxy and the workflow attempts to upload another one without Delete existing Proxy 
enabled, then the action will not change the proxy.

Proxy Media Nickname (Required). Specifies the nickname of the file(s) to upload to 
the asset, entered manually or selected from the list.
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Storage for New Proxy (Required). Specifies the name of the cloud store where to 
write the media. This list of stores is the available stores in the iconik system for the 
specified account.

Delete Existing Proxy. Check to delete the current proxy attached to the asset, if one 
exists. If the proxy has not yet been generated in iconik for this asset, setting this option 
to true will abort the iconik proxy generation job on the queue.

Generate Variables
Proxy Generated. Check to generate a Boolean variable to indicate whether the proxy 
was successfully generated or not, and pass it downstream for use in other actions in 
the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Add File to Placeholder
Use the Add File to Placeholder operation to upload files (identified by their nickname) 
from an on-prem location or add a link to the file on a cloud platform, in the specified 
format, to a cloud store and placed in an existing placeholder asset in the iconik system.

Note: Adding a cloud-based file requires that you create a Vantage address in the 
Domain Management console to identify the platform, and provide credentials and a 
path to the bucket. You can submit a job that uses cloud-based media via the API or in 
Workflow Designer, manually submit a job using the Submit Job button. 

You should ensure that the placeholder asset ID corresponds to an existing placeholder 
asset. If it is not a valid ID, then this action will fail. Typically, you would have created a 
placeholder asset directly in iconik or you would have created one in Vantage using the 
Create Placeholder Asset operation, prior to performing this operation.

You should also ensure that the target storage is active in iconik; storage may have its 
state changed in iconik after this action has been created and configured. An upload 
which can not complete due to an invalid store causes the action to fail.

As a result of successfully executing the Add File to Placeholder operation, the 
placeholder asset will be changed to an asset in iconik and the file will be associated 
with the asset. This means that once this action executes successfully with a given Asset 
ID (representing a placeholder asset); it may never be executed again with the same ID 
since that asset is no longer a placeholder asset.

To add additional files to a newly-converted asset, utilize the Add File to Asset 
operation.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Configuration

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.
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If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID.

Asset Details
Placeholder Asset ID (Required). Specifies the ID of an existing placeholder asset.

New Format Name (Required). Specifies the asset name to identify the new media 
format. This name displays in iconik under Files > MEDIA FORMATS.

Media File to Add (Required). Specifies the nickname of the media file to upload (on-
prem) or link (cloud-based) to the asset, which was assigned when the media was 
ingested or created in a previous action in the workflow.

Media File Checksum. When checked, specifies the checksum generated upstream for 
the file, such as an MD5, SHA-1 or SHA-256 hash from the Analyze action configured in 
File Properties.

Storage (Required). Specifies the name of the cloud store where to write the media. 
This list of stores is the available stores in the iconik system for the specified account.

Next. Click Next to continue configuration.

Generate Variables
Asset Name. Check to generate a text variable with the value of the New Format Name, 
and pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Add Time-Based Metadata
Use the Add Time-Based Metadata to associate a series of segment metadata (time-
based metadata) with a specified asset based on a specific view.

Since time-based metadata is highly dynamic - any number of segments can be 
annotated within a given asset and repeated entries of these fields may be made at 
different points (markers) in the timeline of the asset - you can construct a definition at 
runtime that enables multiple dynamic metadata entries when the action is executed 
at a later point in time.

Consider a view defined in iconik named Segment Demo, with two fields: Player Name 
and Position. When you are entering time-based metadata in iconik for a given asset, 
you select the desired view (in this example, Segment Demo). iconik displays the fields 
for data entry at a selected point in the timeline, represented by white and red markers 
in the scrubber. 

Note: If a metadata field in iconik is writable and a Vantage action is configured to set 
the value for this field, Vantage jobs based on this configuration continue to be able to 
set its value if the metadata field is modified to be read-only.
If you change the privileges of an iconik metadata field that is used or set by Vantage, 
it is your responsibility to update iconik actions in affected workflows.

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 
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Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID.

Time-Based Metadata Details
Asset ID (Required). Specifies the ID of the target asset.

Segment Data Source (Required). Specifies the nickname of the XML file that contains 
the metadata fields and values for each segment, in a schema that matches the 
specified metadata view. See the IconikTimeBased Metadata Schema topic below for 
schema specification and an example.

You may use style sheet transforms or similar to convert label-based data or other 
structured Vantage metadata into IconikTimeBased format.

Select the Desired Metadata View for the Asset (default: None). Specifies the view 
that defines the fields of time-based metadata to be added to the asset. When you 
select a specific metadata view, Vantage retrieves the fields and displays them for 
review.

Fields for View <Specified View>. Vantage queries iconik and displays the fields for 
the selected view.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.

IconikTimeBased Metadata Schema
This schema must be used (and proper capitalization is required) to add time-based 
metadata to an asset, and contained in the XML file specified as the Segment Data 
Source. 

Root element: <IconikTimeBased>

The root element many contain one or more child <Segment> elements.

Each <Segment> element contains one of each of these attributes:

 - color: specified as the hex color value. For example, color="#cc2e3b"

 - timecode_start: specifies the timecode start value, in the form HH:MM:SS.MMM or 
HH:MM:SS:FF@FPS.

 - timecode_end: specifies the timecode end value, in the form HH:MM:SS.MMM or 
HH:MM:SS:FF@FPS.

Notice that the timecode's Seconds value (SS.MMM) may be specified in seconds and 
milliseconds to the thousandths instead of providing a frame value. You can also 
specify the frame value, but you must include the frame rate(SS:FF@FPS). For example, 
timecode_start="00:00:37.028" or 
timecode_start="00:00:37:01@30".
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If the data is at a single point in time, set timecode_end equal to timecode_start. 
Otherwise the data represents the span between the start and end timecodes. If the 
timecode_end is not equal to or larger than the timecode_start, then the end value is 
ignored and the timecode_start is duplicated in the timecode_end. Failure to supply 
correct timecodes may lead to action failure or issues that must be addressed in iconik 
directly.

The <Segment> element contains a <Field> element which correspond to each field 
defined in the desired view.

Each <Field> element shall consist of two attributes:

 - field_name: The field name exactly as it exists in iconik - no spaces are permitted.

 - field_value: The desired metadata value for the field name. If a newline character is 
required, the &#xA; character sequence should be used.

When a field contains a URL or tag field, the <Segment> must contain JSON definition. 
See example below.

Example XML Metadata File

Here is an example XML file:
<IconikTimeBased>
<Segment color="#cc2e3b" timecode_start="00:00:36:00@30" 

timecode_end="00:00:36:00@30">
<Field field_name="PlayerName" field_value="Red Foo"/>
<Field field_name="Position" field_value="Pitcher"/>

</Segment>
<Segment color="" timecode_start="00:00:10.000" 

timecode_end="00:00:10.000">
<Field field_name="PlayerName" field_value="Joe Dirt"/>
<Field field_name="Position" field_value="Catcher"/>

</Segment>
</IconikTimeBased>

Metadata Contains URL / Tag Fields Example

When a field contains a URL or tag field for time-based metadata, the segment data 
XML must contain a JSON blob for the URL or tag in the field_value attribute. Here is an 
example:
<IconikTimeBased>
<Segment color="#008080" timecode_start="00:00:15.116" 

timecode_end="00:00:20.099">
<Field field_name="URL" field_value='{"field_values": 

[{"score":1,"value":"https://www.telestream.net/
"},{"score":1,"value":"https://www.telestream.com/vantage/"}]}' />

<Field field_name="TagCloud" field_value='{"field_values": 
[{"score":1,"value":"Bicycle"},{"score":1,"value":"Boating"}]}' />
</Segment>

</IconikTimeBased>
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Assign Asset To Collection
Use the Assign Asset to Collection operation to associate the specified asset with a 
collection and generate specific information about the newly-created asset.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Configuration

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Asset and Collection Details
Asset ID (Required). Specifies the ID of the target asset.
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Interactive. Specifies that you want to retrieve the collections from iconik and browse 
to select the target collection.

Collection. When Interactive is selected, Click the Browse button to the right of the 
Collection field to query iconik and display the collections. Browse the collections 
and select the target collection.

Programmatic. Specifies that the target collection is identified by ID.

Collection ID. When Programmatic is selected, manually enter the collection ID, 
obtained externally from the iconik system or click the green Browse button to 
select a variable which holds the collection ID, assigned the value from a previous 
action in the workflow.

Generate Variables
Asset Identifier. Check to generate a text variable with the value of the asset ID, and 
pass it downstream for use in other actions in the workflow.

Collection Identifier. Check to generate a text variable with the value of the collection 
ID, and pass it downstream for use in other actions in the workflow.

Collection Name. Check to generate a text variable with the value of the collection 
name, and pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Create Asset Relationship
Use the Create Asset Relationship to create a new relationship between existing assets, 
identified by the ID of the assets.

Vantage can only create relationships between two assets per action. To create a 
relationship between one asset and two or more other assets, add an iconik action for 
each new relationship. For example, if you want one asset to be related to three other 
assets, add three iconik actions to the workflow, where each of these establishes a 
single relationship.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Configuration

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 
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Asset and Collection Details
Asset ID (Required). Specifies the ID of the target asset, entered manually or via a 
variable that holds the asset ID, updated in a previous action in the workflow.

Related Asset ID (Required). Specifies the ID of the asset to establish the relationship 
with, entered manually or via a variable that holds the asset ID, updated in a previous 
action in the workflow.

Select the Desired Relationship for the Assets (Required). Select the type of 
relationship to establish.

Generate Variables
Asset Name. Check to generate a text variable with the value of the asset name, and 
pass it downstream for use in other actions in the workflow.

Related Asset Name. Check to generate a text variable with the value of the related 
asset identifier, and pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Create New Asset 
Use the Create New Asset operation to create a new asset in iconik and optionally, 
upload local (on-prem) media or provide a link to media stored in cloud storage. Note 
that cloud-based media must be in a storage that is registered in iconik. To create the 
asset, you provide it a Vantage nickname, which may be used to reference the asset 
downstream in the workflow.

Note: You can submit a job that uses cloud-based media via the API or in Workflow 
Designer, manually submit a job using the Submit Job button. 

You should ensure that the target storage is active in iconik; storage may have its state 
changed in iconik after this action has been created and configured. An upload which 
can not complete due to an invalid store causes the action to fail.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Configuration

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 
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Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Create New Asset
New Asset Name (Required). Specifies the name you want to assign the new asset, 
entered manually or via a variable that holds the asset name, updated in a previous 
action in the workflow.

Media File to Add (Required). Specifies the nickname of the media file to upload (on-
prem) or link (cloud-based) to the asset, entered manually or selected from the list.

Media File Checksum. When checked, specifies the checksum generated upstream for 
the file, such as an MD5, SHA-1 or SHA-256 hash from the Analyze action configured in 
File Properties.

Storage (Required). Specifies the name of the cloud store where to write the media. 
This list of stores is the available stores in the iconik system for the specified account.

Specify Collection. Optionally, specifies the collection to assign the new asset.

Interactive. Specifies that you want to retrieve the collections from iconik - browse 
to select the target collection.

Collection. When Interactive is selected, Click the Browse button to the right of the 
Collection field to query iconik and display the collections. Browse the collections 
and select the target collection.

Programmatic. Specifies that the target collection is identified by ID.

Collection ID. When Programmatic is selected, manually enter the collection ID, 
obtained externally from the iconik system or click the green Browse button to 
select a variable which holds the collection ID, assigned the value from a previous 
action in the workflow.

Generate Variables
Asset Identifier. Check to generate a text variable with the value of the asset ID, and 
pass it downstream for use in other actions in the workflow.

Collection Identifier. Check to generate a text variable with the value of the collection 
ID and pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Create Placeholder Asset
Use the Create Placeholder Asset operation to create a new asset in iconik without 
uploading media, assigning it a name.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Configuration

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Asset Details
Placeholder Name (Required). Specifies the name you want to assign the new asset, 
entered manually or via a variable that holds the asset name, updated in a previous 
action in the workflow.
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Specify Collection. Optionally, specifies the collection to assign the new asset.

Interactive. Specifies that you want to retrieve the collections from iconik - browse to 
select the target collection.

Collection. When Interactive is selected, Click the Browse button to the right of the 
Collection field to query iconik and display the collections. Browse the collections 
and select the target collection.

Programmatic. Specifies that the target collection is identified by ID.

Collection ID. When Programmatic is selected, manually enter the collection ID, 
obtained externally from the iconik system or click the green Browse button to 
select a variable which holds the collection ID, assigned the value from a previous 
action in the workflow.

Generate Variables
Asset Name. Check to generate a text variable with the value of the asset name, and 
pass it downstream for use in other actions in the workflow.

Asset Identifier. Check to generate a text variable with the value of the asset ID, and 
pass it downstream for use in other actions in the workflow.

Collection Name. Check to generate a text variable with the value of the collection 
name, and pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Generate Approval Request
Use the Generate Approval Request operation to trigger the generation of an approval 
request email for the specified metadata view in iconik.

Executing this action results in the iconik MAM sending the same approval request 
email that is sent due to user-initiated approval requests. The request does not 
originate from Vantage.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Authentication Credentials

Note: Credentials are required and the operations which are available in the 
inspector are based on the operations authorized by the provided credentials.
If authentication fails, Vantage displays an error: Unable to proceed, the specific 
application credentials to not appear to be valid. Click OK to dismiss the dialog. Verify 
your iconik server's IP address or domain name, application token and application ID 
and try again. Configuration can not continue until Vantage connects to your iconik 
system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Asset Details
Asset ID (Required). ID of the asset that you want approved. Manually enter the ID or 
click the green Browse button to assign a variable whose value is the asset ID, updated 
from a previous action in the workflow.

Specify the Metadata View for the Approval Request (default: None). Select the 
metadata view to approve, from the list. 

Specify the Reviewers. Check the iconik users that you want as reviewers of this 
request.



Generate Approval Request
33

Using iconik in Vantage

External Reviewers. Email address of external reviewers, separated by comma.

Require All Reviewers Approval. Check to require approval of all reviewers for this 
request to be approved.

Message. Specifies the message that accompanies this request. The message field is a 
single line text without returns. To create a custom, multi-line entry; use the Construct 
action to create a multi-line string and bind this field to the variable generated by the 
Construct action.

Custom Title. Specifies the title for this approval request.

Link Expires (Required). Specifies the deadline for approval - select from the calendar 
picker or enter it manually.

Allow Download. Check to enable reviewers to download the media file.

Allow Download Proxy. Check to enable reviewers to download the proxy file.

Allow Custom Actions. Check to enable reviewers to perform custom actions.

Allow Comments. Check to enable reviewers to enter comments.

Approve Comments. Check to enable reviewers to approve comments. 

View Transcriptions. Check to allow reviewers to view transcriptions.

Password. Check to require a password for approval, and specify the password 
required.

Generate Variables
Asset Name. Check to generate a text variable with the value of the asset name, and 
pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.



Retrieve Asset Metadata
34

Using iconik in Vantage

Retrieve Asset Metadata
Use the Retrieve Asset Metadata operation to retrieve the metadata from an existing 
asset in iconik, for use in the workflow. 

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Asset Details
Asset ID. ID of the asset whose metadata you want to retrieve. Manually enter the ID or 
click the green Browse button to assign a variable whose value is the asset ID, updated 
from a previous action in the workflow.

Select the Metadata View to be Retrieved (default: None). Optionally, select the 
metadata view to be retrieved, from the list. 
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Fields for View <Specified View>. Vantage queries iconik and displays the fields for 
the selected view. Check the fields that you want retrieved and specify the variable to 
hold the value. The action publishes each variable for use in downstream actions in the 
workflow.

Generate Variables
Asset Name. Check to generate a text variable with the value of the asset name, and 
pass it downstream for use in other actions in the workflow.

Asset Identifier. Check to generate a text variable with the value of the asset ID, and 
pass it downstream for use in other actions in the workflow.

Raw Json Metadata. Check to generate a text variable with the value of the retrieved 
metadata in JSON format, and pass it downstream for use in other actions in the 
workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Retrieve File
Use the Retrieve File operation to access iconik media so it is added to the job for file 
operations downstream, such as Copy.

For example, you want to download the file to your local Vantage system: use a Copy 
action in the workflow to copy the file locally. Or, you want to immediately trigger a 
Vantage Cloud transcode job; use the Cloud action to perform the task.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Authentication Credentials

Note: Credentials are required and the operations which are available in the 
inspector are based on the operations authorized by the provided credentials.
If authentication fails, Vantage displays an error: Unable to proceed, the specific 
application credentials to not appear to be valid. Click OK to dismiss the dialog. Verify 
your iconik server's IP address or domain name, application token and application ID 
and try again. Configuration can not continue until Vantage connects to your iconik 
system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Asset Details
Asset ID (Required). ID of the asset whose whose file you want to retrieve. Manually 
enter the ID or click the green Browse button to assign a variable whose value is the 
asset ID, updated from a previous action in the workflow.

Retrieving a Format
Check to retrieve a pre-signed URL identifying the file of type Format and configure 
these controls:
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Enter the name of the Format to Retrieve (Required). Specifies the format name to 
retrieve.

Nickname of Newly Created Version (Required). Specifies the nickname assigned to 
the pre-signed URL to the file you have just copied from iconik, entered manually or 
selected from the list.

Retrieving Subtitles
Check to retrieve a pre-signed URL identifying the type of type Subtitle and configure 
these controls.

Enter the name of the Subtitle to Retrieve (Required). Specifies the subtitle name to 
retrieve.

Nickname of Newly Created Version (Required). Specifies the nickname assigned to 
the pre-signed URL to the attachment file you have just copied from iconik, entered 
manually or selected from the list.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Retrieve Time-Based Metadata
Use the Retrieve Time-based Metadata operation to retrieve the metadata from an 
existing asset in iconik, for use in the workflow. The action optionally emits the time-
based metadata as either JSON and/or XML attachment file(s) based on its 
configuration.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Asset Details
Asset ID. ID of the asset whose metadata you want to retrieve. Manually enter the ID or 
click the green Browse button to assign a variable whose value is the asset ID, updated 
from a previous action in the workflow.
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Select the Metadata View to be Retrieved (default: None). Optionally, select the 
metadata view to be retrieved, from the list.

Attachments to Generate
XML Attachment | JSON Attachment. Check Enable in either tabbed panel to 
generate an XML file and/or a JSON file containing the time-based metadata. 

Complete these fields for each type of attachment to generate:

Time-based Metadata Attachment Nickname. Specifies the nickname of the file for 
use downstream, entered manually or selected from the list.

Edit Filename Pattern. Displays the Filename Pattern Editor and specifies the pattern 
for the file you are creating. Default: Base Name. Use the menu on the right side to 
select one or more tokens to insert to create the exact filename pattern you require.

You can use the following tokens:

 - Base Name: The base name of the file, excluding the extension. The extension on the 
resulting file name is determined by the output you choose.

 - Date: Select the format to use by clicking on the token in the pattern field.

 - Time: Select the format to use by clicking on the token in the pattern field.

 - Variable: Select the variable to use or create a new one, and click OK.

The Variable token is replaced by the value it holds when the action executes. The 
variable should be set prior to execution of this action. For example, if a Variable token 
named ISCI is given the value 12H4JA678, wherever the ISCI variable token appears in 
the filename pattern it is replaced with that value.

Output Location. Specifies where to store the file. 

Open the Output Location panel and select from these choices:

- Available Vantage Store: Write the file(s) to any Vantage store, dynamically selected at 
run-time.

- Vantage Store/Folder: Write the file(s) to a specific Vantage store or folder. Select from 
the list, or click the Browse button to display the Vantage Folder Address Book where 
you can create, edit, and manage your Vantage folder addresses.

When you display the Vantage Folder Address Book, click the ? icon for more assistance. 
For more information on Vantage folder addresses, see the Vantage User Guide or the 
Vantage Domain Management Guide.

- Path: Write the file(s) to a specific Windows file system server and directory. Manually 
enter a Windows share (UNC path) or drive letter (not recommended on Vantage arrays) 
or click Browse to navigate and select the location. Or, click the green Variable button 
and select a variable which contains the fully-qualified path.

Collision Resolution. When a path is specified, determines how to resolve a collision 
with the same named file when writing it out.
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Generate Variables
Asset Name. Check to generate a text variable with the value of the asset name, and 
pass it downstream for use in other actions in the workflow.

Asset Identifier. Check to generate a text variable with the value of the asset ID, and 
pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Share an Asset
Use the Share an Asset operation to direct the specified iconik asset to share, and what 
permissions you grant the share recipients.

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Authentication Credentials

Note: Credentials are required and the operations which are available in the 
inspector are based on the operations authorized by the provided credentials.
If authentication fails, Vantage displays an error: Unable to proceed, the specific 
application credentials to not appear to be valid. Click OK to dismiss the dialog. Verify 
your iconik server's IP address or domain name, application token and application ID 
and try again. Configuration can not continue until Vantage connects to your iconik 
system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect.

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration.

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Asset Details
Asset ID (Required). ID of the asset that you want to share. Manually enter the ID or 
click the green Browse button to assign a variable whose value is the asset ID, updated 
from a previous action in the workflow.

Specify the Metadata View for the Share (default: None). Optionally, select the 
metadata view to share, from the list. 

Specify the Users to Share With. Check the iconik users that you want to share this 
asset with.

External Share. Email address of external share recipients, separated by comma.

Message. Specifies the message that accompanies this request. The message field is a 
single line text without returns. To create a custom, multi-line entry; use the Construct 
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action to create a multi-line string and bind this field to the variable generated by the 
Construct action

Custom Title. Specifies the title for this share operation.

Link Expires (Required). Specifies the date when sharing automatically terminates - 
select from the calendar picker or enter it manually.

Allow Download. Check to enable share recipients to download the media file.

Allow Download Proxy. Check to enable share recipients to download the proxy file.

Allow Custom Actions. Check to enable share recipients to perform custom actions.

Allow Comments. Check to enable share recipients to enter comments.

Approve Comments. Check to enable share recipients to approve comments. 

View Transcriptions. Check to allow share recipients to view transcriptions.

Password. Check to require a password for sharing, and specify the password required.

Generate Variables
Asset Name. Check to generate a text variable with the value of the asset name, and 
pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Update Asset Metadata
Use the Update Asset Metadata operation to update the metadata of a specified asset. 

Note: Controls with a green Browse button may be bound to a variable to 
dynamically assign their setting or value. The variable must have a value when this 
action executes. You can assign the value to the variable in a previous action in the 
workflow or use the variable's default value. Click Browse to select the variable or 
create a new one.

Authentication Credentials

Note: The iconik Connector provides Vantage the authorization to utilize the buckets 
registered in the Iconik account.

Credentials are required for authentication, and the operations which are available in 
the inspector are based on the operations authorized by the iconik credentials this 
action is using.

If authentication fails, Vantage displays an error: "Unable to proceed, the specific 
application credentials to not appear to be valid". 

Click OK to dismiss the dialog. Verify your iconik server's IP address or domain name, 
application token and application ID and try again. Configuration can not continue 
until Vantage connects to your iconik system.

Server (Required; default: app.iconik.io). Specifies the iconik server's IP address or 
domain name.

Application Token (Required). Specifies the authentication token that is used by 
Vantage to connect. 

Application ID (Required). Specifies the application ID that is specified for Vantage 
integration. 

Next. Click Next to continue configuration. Vantage attempts to authenticate your 
application token and connect using the specified application ID. 

Asset Details
Asset ID. ID of the asset whose metadata you want to update. Manually enter the ID or 
click the green Browse button to assign a variable whose value is the asset ID, updated 
from a previous action in the workflow.

Select the Desired Metadata View for the Asset (default: None). Optionally, select the 
metadata view to update, from the list. 
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Fields for View <Specified View>. Vantage queries iconik and displays the fields for 
the selected view. Check the fields that you want updated and specify the variable that 
holds the value.

Some field types, such as URL and Tag cloud fields must be manipulated in Vantage 
using RAW JSON. Therefore, the field must updated with RAW JSON that has been 
constructed manually, with a Construct action, or externally in some other program.

URL and Tag Cloud Fields Example. Here are JSON input examples:

URL Field Example:
[
  {
    "label":"some url",
    "value":"http://mybucket/myfolder/myfile.jpg"
  },
  {
    "label":"some other url",
    "value":"http://someotherserver/myfolder/myfile.jpg"
  }
]

OR
[{"label":"some url","value":"http://mybucket/myfolder/
myfile.jpg"},{"label":"some other url","value":"http://
someotherserver/myfolder/myfile.jpg"}]

Tag Cloud Field Example:
[
  {
    "score":1,
    "value":"My Tag 1"
  },
  {
    "score":1,
    "value":"My Tag 2"
  }
]

OR
[{"score":1,"value":"My Tag 1"},{"score":1,"value":"My Tag 2"}]

Generate Variables
Asset Name. Check to generate a text variable with the value of the asset name, and 
pass it downstream for use in other actions in the workflow.

Asset Identifier. Check to generate a text variable with the value of the asset ID, and 
pass it downstream for use in other actions in the workflow.

Complete the Action
Next and Finish. Click Next and click Finish to save the action.
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Prototype iconik Workflows
These prototype workflows introduce typical use-case scenarios for interacting with an 
iconic MAM and using selected iconik operations.

Topics
 Creating an Asset with Mezzanine and Proxy

 Creating Mezzanine Asset with Proxy and Subtitles and Shared

 Creating an Asset with Metadata and Approval Request

 Download File and Create Asset, Update Metadata, and Request Approval
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Creating an Asset with Mezzanine and Proxy
In this workflow, media to be added to an iconik MAM is transcoded into a mezzanine 
file plus a proxy file. An asset is created with mezzanine media along with the proxy and 
the asset is then shared with other users:

Watch—This action monitors a specified folder and launches a new job when new 
media is written to the folder. It creates a File Name variable with the ingested file name 
for use by the Compute action.

Compute—This action selects the base name of the media file from the string in the 
File Name variable, and updates another text variable (for example, iconic asset name) 
with the text string for use as the asset name, in downstream actions.

Flip64—This Flip64 action is configured to transcode the ingested media file into a 
mezzanine QuickTime file, and a proxy MPEG-4 file.

iconik (1)—The first iconik action executes the Create New Asset operation, providing 
the asset name in the variable from the Compute action, of the Mezzanine file 
generated in Flip64, and the specified storage and collection. Two additional variables 
are created: an asset identifier and a collection identifier, for use downstream.

iconik (2)—The second iconik action executes Add File to Asset to add the proxy file and 
subtitle SCC file ingested by the Associate action.
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Creating Mezzanine Asset with Proxy and Subtitles and 
Shared

In this workflow, media to be added to an iconik MAM is transcoded into a mezzanine 
file plus a proxy file. An asset is created with mezzanine media, along with the proxy 
and SCC file, and the asset is then shared:

Watch—This action monitors a specified folder and launches a new job when new 
media is written to the folder. It creates a File Name variable with the ingested file name 
for use by the Compute action.

Compute—This action selects the base name of the media file from the string in the 
File Name variable, and updates another text variable (for example, iconic asset name) 
with the text string for use as the asset name, in downstream actions.

Associate—The Associate halts job execution until it identifies the associated SCC file 
and ingests it for utilization in the workflow.

Flip64—This Flip64 action is configured to transcode the ingested media file into a 
mezzanine QuickTime file, and a proxy MPEG-4 file.

iconik (1)—The first iconik action executes the Create New Asset operation, providing 
the asset name in the variable from the Compute action, of the Mezzanine file 
generated in Flip64, and the specified storage and collection. Two additional variables 
are created: an asset identifier and a collection identifier, for use downstream.

iconik (2)—The second iconik action executes Add File to Asset to add the proxy file and 
subtitle SCC file ingested by the Associate action.

iconik (3)—The final iconik action executes the Share an Asset operation, identifying 
the asset, specified users and options configured as appropriate. An email with link is 
sent to the specified users.
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Creating an Asset with Metadata and Approval Request
In this workflow, media to be added to an iconik MAM has already been encoded as 
appropriate, and is read for adding to the MAM. The asset name string is constructed 
and the file is added, along with selected metadata and an approval request via email:

Watch—This action monitors a specified folder and launches a new job when new 
media is written to the folder. It creates a File Name variable with the ingested file name 
for use by the Compute action.

Compute—This action selects the base name of the media file from the string in the 
File Name variable, and updates another text variable (for example, iconic asset name) 
with the text string for use as the asset name, in downstream actions.

iconik (1)—The first iconik action executes the Create New Asset operation, providing 
the asset name in the variable from the Compute action, of the Mezzanine file 
generated in Flip64, and the specified storage and collection. Two additional variables 
are created: an asset identifier and a collection identifier, for use downstream.

iconik (2)—The second iconik action executes the Update Asset Metadata operation 
using the asset name variable. It specifies a metadata view, and selected fields as 
appropriate.

iconik (3)—The final iconik action executes Generate Approval Request identifying the 
asset, specified users and approval options configured as appropriate. An email with 
link is sent to the specified users.
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Creating an Asset from a Cloud File, Updating Metadata, 
and Requesting Approval

In this workflow, media to be added to an iconik MAM is retrieved from the cloud via a 
pre-signed URL. The asset is transcoded and added, metadata is updated and an 
approval request via email:

Receive—This action monitors launches a new job when initiated via a manual or API-
based submission. Local media is not submitted to this workflow to initiate a job.

iconik (1)—The first iconik action executes the Retrieve File operation, generating a pre-
signed URL to obtain specified media from its source.

Copy—The Copy action copies the file identified in the pre-signed URL and places it 
locally, in an available Vantage store for further processing.

Flip64—This Flip64 action transcodes the ingested media file into a QuickTime file.

iconik (2)—The second iconik action executes the Add File to Asset operation using the 
asset name variable for the asset ID.

iconik (3)—The next iconik action executes Update Asset Metadata identifying the 
asset, setting the desired metadata view and updating the transcode status.

iconik (4)—The final iconik action executes Generate Approval Request identifying the 
asset, specifying users and approval options configured as appropriate. An email with 
link is sent to specified users.
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